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Chapter 1

Introduction

1.1 Overview

This thesis sets out to navigate the rapidly evolving landscape of software devel-

opment, an arena that has undergone significant transformations due to the advent of

remote work practices and the increasing prominence of cybersecurity challenges. Our

exploration is bifurcated into two main sections, each delving into pivotal aspects of

modern software engineering.

The Realm of Remote Project Management

• The shift to remote work has revolutionized traditional project management ap-

proaches in software development. This section of the thesis explores how this

transition has altered team dynamics, communication methods, and overall project

workflows.

• A survey involving 250 IT professionals in Bangladesh forms the crux of our inves-

tigation into remote work’s impact. This study probes into how remote working

arrangements affect aspects such as productivity, employee work-life balance, and

opportunities for career advancement.

• Our findings, encapsulated in the publication “The Rise Of Remote Project Man-

agement: A New Norm?”, reveal intriguing correlations between remote work

methodologies and enhanced employee productivity, as well as the overall well-being

of software development professionals.

• The section also reflects on the challenges posed by remote work, such as maintain-

ing team cohesion and ensuring effective communication across different time zones

and geographical locations.

Cybersecurity in the Digital Sphere

1



1.2. CONTRIBUTION OF THE THESIS

• As the digital landscape expands, so does the threat to cybersecurity. This part of

the thesis zeroes in on the vulnerabilities prevalent in government web applications

in Bangladesh, a sector that has become increasingly reliant on digital solutions.

• The core of this analysis involves a comprehensive evaluation of automated testing

tools like BurpSuite, Nikto, and Netsparker. We assess their effectiveness in iden-

tifying and mitigating security risks, particularly those listed in the OWASP Top

10.

• Through systematic testing and comparison, the study uncovers patterns of security

weaknesses across different sectors and evaluates how well each tool addresses these

vulnerabilities. These insights are presented in the paper ”Automated Testing Tools

for Testing Top 10 OWASP Vulnerabilities of Government Web Applications in

Bangladesh”.

• This section not only highlights the importance of robust cybersecurity measures

but also discusses the evolving nature of threats and the need for continual ad-

vancements in security technologies.

Overall, this thesis traverses through the dynamic and multifaceted domains of remote

project management and cybersecurity. It aims to uncover new insights and perspectives

that contribute to the ongoing discourse in the field of software engineering, particularly

in the context of the digital revolution and its impact on traditional work paradigms and

security protocols.

1.2 Contribution of the Thesis

This thesis makes several significant contributions to the field of software engineering,

particularly in the areas of remote project management and cybersecurity. The insights

gleaned from this research offer valuable perspectives and practical solutions that are

relevant to the current challenges faced in the rapidly evolving digital landscape.

• Innovative Perspectives on Remote Project Management:

– This research provides a nuanced understanding of remote project manage-

ment in the context of software development. It extends beyond the basics

of remote work, delving into the intricate dynamics of team communication,

collaboration, and productivity in dispersed environments.

– The findings from the survey of IT professionals in Bangladesh contribute to a

deeper understanding of how remote work influences employee well-being and

productivity. These insights are crucial for organizations looking to optimize

remote work strategies in a post-pandemic world.
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1.3. MOTIVATION

• Enhanced Understanding of Cybersecurity Challenges:

– The thesis sheds light on the critical vulnerabilities present in government web

applications in Bangladesh, providing a detailed analysis of how automated

testing tools can be employed to address these issues.

– The comparative evaluation of tools like BurpSuite, Nikto, and Netsparker in

the context of OWASP’s Top 10 security threats offers practical recommenda-

tions for cybersecurity professionals and software developers.

• Integration of Theory and Practice:

– By combining theoretical frameworks with empirical research, the thesis bridges

the gap between academic study and real-world application. This approach

enhances the relevance and applicability of the research findings.

– The study’s methodology, involving surveys and comparative analyses, serves

as a model for future research in similar domains, demonstrating how to effec-

tively combine qualitative and quantitative research techniques.

• Guidance for Future Research Directions:

– The thesis not only addresses current challenges in software engineering but

also identifies potential areas for future research, particularly in advancing

remote project management practices and evolving cybersecurity measures.

– The discussions and findings presented here can inform future studies, pro-

viding a foundation for exploring deeper into the complexities of managing

software development projects in an increasingly digital world.

Overall, this thesis contributes significantly to the field of software engineering by pro-

viding comprehensive insights into the challenges and opportunities presented by remote

project management and cybersecurity. It stands as a valuable resource for professionals

and researchers alike, offering guidance and inspiration for further exploration in these

vital areas of the digital era.

1.3 Motivation

The motivation behind this thesis stems from the rapidly changing landscape of soft-

ware engineering, marked by two significant trends: the shift towards remote work and

the escalating challenges in cybersecurity. In recent years, these trends have not only

reshaped the way software development projects are managed but also how security is
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1.4. PROBLEM DESCRIPTION

approached in an increasingly digital world. This thesis aims to delve into these ar-

eas, providing insights and practical solutions to address the emerging challenges and

opportunities.

The move to remote project management has been largely accelerated by the global

COVID-19 pandemic, which forced organizations worldwide to rethink their operational

models. This sudden shift has brought to the fore the need to understand and optimize

remote work methodologies. The motivation here is to explore the dynamics of remote

project management—how it impacts team communication, collaboration, productivity,

and employee well-being. There is a growing recognition that remote work, while pre-

senting numerous benefits, also brings unique challenges that require new management

strategies and tools. Understanding these intricacies is crucial for organizations seeking

to adapt effectively to this new normal.

On the other hand, the rise of cybersecurity threats, particularly in government web

applications, has become a pressing concern in the digital age. With the increasing re-

liance on digital platforms, the vulnerability of these systems to various cyber threats

has become more pronounced. This thesis is driven by the need to address these security

challenges, focusing on the effectiveness of automated testing tools in identifying and mit-

igating vulnerabilities. The motivation here is to contribute to the field of cybersecurity

by providing a comprehensive analysis of how different tools perform against the OWASP

Top 10 security vulnerabilities and to offer recommendations for their effective use.

The integration of these two domains—remote project management and cybersecu-

rity—presents a unique opportunity to explore how modern software engineering practices

are evolving. This thesis is motivated by the desire to bridge the gap between theory and

practice, offering insights that are not only academically robust but also practically rel-

evant. It seeks to contribute to the ongoing discourse in software engineering, providing

guidance and recommendations that can help professionals and organizations navigate

the complexities of this rapidly evolving landscape.

In essence, the motivation for this thesis is grounded in the desire to contribute to the

advancement of software engineering practices in the face of changing work paradigms

and the growing importance of cybersecurity. It aims to offer a comprehensive exploration

of these areas, driven by the belief that understanding and addressing these challenges is

key to the future of software development and security.

1.4 Problem Description

This thesis is anchored around two critical problems reshaping the landscape of soft-

ware engineering: the challenges of remote project management and the rising tide of

cybersecurity threats, particularly in government web applications. These problems are

not just theoretical concerns but real-world issues that have substantial implications for
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1.4. PROBLEM DESCRIPTION

the way software development and security are approached in an increasingly digital era.

Remote Project Management Challenges:

With the advent of remote work, especially accelerated by the global pandemic, the

traditional paradigms of project management in software development have encountered

unprecedented challenges. Project managers and teams now face the task of collaborating

effectively despite being physically separated, often across different time zones. This new

mode of operation presents several problems:

1. Communication Barriers: The lack of face-to-face interaction can lead to misun-

derstandings, delays in information sharing, and a general breakdown in communi-

cation.

2. Coordination and Productivity: Ensuring that remote teams work cohesively and

maintain productivity levels is a significant challenge, requiring novel management

strategies and tools.

3. Employee Well-being: Remote work can blur the boundaries between personal and

professional life, leading to issues like burnout, isolation, and decreased job satis-

faction.

These challenges necessitate a deeper exploration of remote project management prac-

tices to identify effective strategies and tools that can facilitate better communication,

coordination, and overall project success in a remote setting.

Cybersecurity Threats in Government Web Applications:

The second part of the thesis focuses on the growing concerns around cybersecurity,

particularly within government web applications in Bangladesh. As these applications be-

come increasingly integral to public services, their vulnerability to cyberattacks presents

a significant problem:

1. Vulnerability to Attacks: Government web applications often store sensitive data,

making them attractive targets for cyberattacks. Identifying and mitigating vul-

nerabilities in these applications is crucial.

2. Efficacy of Automated Testing Tools: Assessing the effectiveness of various auto-

mated testing tools in identifying and addressing security vulnerabilities is vital.

This involves understanding their capabilities and limitations in the context of the

OWASP Top 10 security threats.

3. Adapting to Evolving Threats: Cybersecurity threats are constantly evolving, re-

quiring continuous updates and improvements in security strategies and tools.
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1.5. RESEARCH GOALS

Addressing these problems is crucial for ensuring the security and reliability of govern-

ment web applications and for developing effective remote project management practices.

This thesis aims to contribute to solving these problems by providing in-depth analysis,

practical insights, and recommendations based on comprehensive research.

1.5 Research Goals

This thesis sets forth several research goals, each aimed at addressing the key chal-

lenges identified in the realms of remote project management and cybersecurity. These

goals are designed to guide the research process and provide a framework for the inves-

tigation.

1.5.1 Understanding the Dynamics of Remote Project Manage-

ment

The first goal is to gain a comprehensive understanding of how remote project man-

agement is reshaping software development practices. This involves:

• Analyzing the impact of remote work on team communication, collaboration, and

productivity.

• Investigating the effects of remote project management on employee well-being and

work-life balance.

• Identifying effective strategies and tools that can facilitate successful project man-

agement in remote work settings.

1.5.2 Evaluating Cybersecurity in Government Web Applica-

tions

The second goal focuses on evaluating the cybersecurity landscape, particularly in

government web applications in Bangladesh. Key objectives include:

• Assessing the vulnerability of these applications to cyberattacks.

• Examining the effectiveness of automated testing tools in identifying and mitigating

the OWASP Top 10 security threats.

• Providing recommendations for enhancing the cybersecurity posture of these critical

applications.
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1.6. ORGANIZATION OF THE THESIS

1.5.3 Bridging Theory and Practice

A crucial goal of this research is to bridge the gap between theoretical knowledge and

practical application. This includes:

• Applying theoretical frameworks to real-world scenarios to validate their effective-

ness and practicality.

• Drawing insights from empirical data to inform and refine theoretical approaches

in software engineering.

1.5.4 Contributing to Future Research

Lastly, this thesis aims to lay the groundwork for future research in these fields by:

• Highlighting areas that require further investigation and exploration.

• Proposing new research directions based on the findings of this study.

Through these goals, the thesis endeavors to make a meaningful contribution to the

fields of remote project management and cybersecurity, offering insights and recommen-

dations that are both theoretically sound and practically viable.

1.6 Organization of the thesis

The thesis is structured to present a comprehensive exploration into the realms of

remote project management challenges and cybersecurity vulnerabilities within the do-

main of software engineering. It comprises several distinct sections aimed at providing a

coherent and insightful narrative.

Preliminary Sections

The initial sections of the thesis encapsulate essential formalities and foundational

acknowledgments.

• Title Page and Attestation: Commencing with the title page and attestation,

these sections encompass vital information regarding the thesis and its formal cer-

tification.

• Acknowledgments: This section offers gratitude to individuals, institutions, and

support systems instrumental in the completion of this thesis.

• Letter of Transmittal: An integral communication articulating the intent and

essence of the thesis, addressed to the concerned authority, encapsulates the pivotal

content and objectives.
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1.6. ORGANIZATION OF THE THESIS

• Evaluation Committee: A brief elucidation of the committee overseeing the

evaluation process.

Contents, Figures, Tables

Following these preliminary sections, the thesis delineates the structural layout and

navigational elements for the reader’s convenience.

• Table of Contents, List of Figures, and List of Tables: These sections provide

a comprehensive overview of the contents, graphical representations, and tabulated

data presented throughout the thesis.

Main Chapters

The core body of the thesis unfolds across several pivotal chapters, each meticulously

crafted to delve into specific facets of the research journey.

• Introduction: Serving as the gateway to the thesis, this section introduces and

contextualizes the overarching theme, objectives, and scope of the research en-

deavor. It sets the tone for the subsequent chapters by outlining the fundamental

questions and objectives addressed within the study.

• Literature Review: A comprehensive exploration of the existing body of schol-

arly works and relevant literature forms the backbone of this section. Here, the

thesis delves into a meticulous examination of remote project management and cy-

bersecurity within the realm of software engineering. This chapter illuminates the

landscape, presenting insights gleaned from a synthesis of scholarly contributions,

providing a foundation for the subsequent research findings and analyses.

• Published Papers: This critical section of the thesis entails an in-depth elucida-

tion and analysis of significant papers that contribute to the landscape of software

engineering practices.

– The Rise Of Remote Project Management- A New Norm? - A Sur-

vey on IT Organizations in Bangladesh: Investigates the challenges and

strategies in remote project management within IT organizations, examining

communication, productivity tools, and work-life balance.

– Automated Testing Tools for Testing Top 10 OWASP Vulnerabili-

ties of Government Web Applications in Bangladesh: Explores cyber-

security vulnerabilities in government web applications, evaluating automated

testing tools against OWASP’s top 10 threats.
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1.7. THESIS PROJECT MANAGEMENT

• Conclusion: Culminating the thesis, this section encapsulates the synthesis of key

findings, implications, and recommendations derived from the research journey. It

succinctly consolidates the crux of the research, offering valuable insights, implica-

tions for practice, and potential avenues for further investigation and exploration

within the realms of remote project management and cybersecurity in software

engineering.

Final Sections

The concluding segments of the thesis encompass necessary formalities and serve as

a repository of references and supporting documentation.

• Bibliography: This section meticulously catalogs all the references, citations, and

sources utilized throughout the thesis journey. Adhering to the ieeetr citation style,

it presents a comprehensive compilation of scholarly contributions, books, articles,

and research papers that contributed to shaping and informing the research en-

deavor.

1.7 Thesis Project Management

The successful execution of any project, especially a multifaceted research endeavor

like this thesis, relies heavily on the application of robust project management techniques

and tools. Discord, a versatile online communication platform, was instrumental as the

primary tool for fostering real-time communication and structured collaboration among

team members throughout the entire duration of the thesis project.

Managing a comprehensive research initiative demands a structured approach to de-

lineate tasks, monitor progress, and ensure coordinated efforts among team members. In

this pursuit, both the Gantt chart and Work Breakdown Structure (WBS) were strate-

gically employed.

The Work Breakdown Structure (WBS) was instrumental in breaking down the in-

tricate facets of the research into discrete and manageable components, allowing for a

systematic breakdown of the entire scope into phases, tasks, and subtasks. This hierar-

chical representation facilitated the allocation of responsibilities, provided a clear view

of the research’s components, and streamlined the monitoring and control of each task’s

progression.

Complementing the WBS, the Gantt chart provided a visual depiction of the project

timeline, task dependencies, and the overall progress of the research. This tool offered

a comprehensive view of the sequential order and interdependencies among tasks, aiding

in resource allocation, scheduling, and efficient time management throughout the various

stages of the research process.
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1.7. THESIS PROJECT MANAGEMENT

In conjunction with these project management tools, Discord’s platform facilitated ef-

ficient communication and collaboration strategies. The Discord channels were organized

categorically, each aligned with specific papers and project activities. It provided dedi-

cated spaces for discussions, resource sharing, and brainstorming, allowing for seamless

communication and information sharing among team members. Additionally, it featured

channels dedicated to essential components such as important links, discussions, paper

repositories, conference findings, and reviews, ensuring a structured approach to discus-

sions and data sharing within and across research areas.

In essence, the adept utilization of project management techniques, including Discord

as the primary communication platform along with the Gantt chart and WBS, played an

integral role in orchestrating organized collaboration, ensuring efficient task execution,

and ultimately contributing to the successful culmination of this comprehensive research

endeavor.

1.7.1 Communication and Tracking

Utilizing Discord, the team structured dedicated categories aligned with distinct pa-

pers and project-related activities:

• THESIS/DEFENSE: Dedicated to discussions regarding the thesis project and

defense preparation.

• PROJECT-MANAGEMENT: Focused on the discussions related to papers like

”The Rise Of Remote Project Management- A New Norm?”.

• SOFTWARE-TESTING: Specific to the paper ”Automated Testing Tools for

Testing Top 10 OWASP Vulnerabilities of GovernmentWeb Applications in Bangladesh.”

Each category within Discord encompassed individual text channels to organize efforts

and discussions effectively. Common text channels were established across all categories,

ensuring a consistent approach to communication and collaboration:

• Important Links: Curated collection of essential references and resources.

• Discussion: Engaged in discussions on various aspects of the papers and project

management.

• Paperboard: Repository for storing and referencing research papers relevant to

the respective categories.

• Conferences: Exploration and findings related to conferences and seminars.

• Reviews: Discussions and feedback on each other’s work and findings.
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Additionally, a global category facilitated one-off discussions and brainstorming ses-

sions, providing dedicated text channels like ”Emergency Contact” and ”General Dis-

cussion.” Two consistently available voice channels served as spaces for impromptu au-

dio/video discussions.

The structured organization of Discord channels within dedicated categories and com-

mon text channels streamlined communication ensured efficient collaboration, and facil-

itated the smooth progression of the thesis project.

1.7.2 Work Breakdown Structure (WBS)

A fundamental aspect of project management, the Work Breakdown Structure (WBS),

delineates the entire scope of the thesis into manageable components and deliverables.

Following industry-standard practices, the WBS for this thesis involves breaking down

the research into distinct phases, tasks, and subtasks. Each component is systemati-

cally categorized to ensure clarity, facilitate task assignment, and aid in monitoring and

controlling the progression of the research.

Figure 1.1: Work Breakdown Structure.
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The following presents the Work Breakdown Structure in both numerical and graph-

ical format.

1. Research and Publication Phase

1.1. Discovery - Identify Research Topics for Publication

1.2. Initial Research - Conduct Initial Research for Paper Automated Testing

1.3. Draft - Draft and Refine Paper Automated Testing

1.4. Submission - Submit Paper Automated Testing to Academic Journals/Conferences

1.5. Initial Research - Conduct Initial Research for Paper Project Management

1.6. Draft - Draft and Refine Paper Project Management

1.7. Submission - Submit Paper Project Management to Academic Journals/Conferences

2. Thesis Preparation

2.1. Review - Review published papers to find commonalities

2.2. Outline - Outline Thesis Structure and Chapters

2.3. Drafting - Draft Thesis Introduction and Literature Review

2.4. Integration - Integrate and Expand upon Paper 1 and 2 Content

2.5. Integration II - Compose Discussion and Conclusion Chapters

3. Revision and Finalization

3.1. Review - Review and Edit Thesis Drafts

3.2. Feedback - Incorporate Feedback and Suggestions

3.3. Proofread - Proofread and Format the Thesis

3.4. Submission - Submission and Approval for Defense

4. Defense Preparation

4.1. Presentation - Develop Thesis Defense Presentation

4.2. Rehearse - Rehearse Thesis Defense

4.3. Feedback - Address Questions and Revisions

5. Submission and Archiving

5.1. Submission II - Submit Final Thesis Paper

5.2. Archival - Archive Research Data and Documents

5.3. Administration - Complete Administrative Tasks
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1.7.3 Gantt Chart

Complementing the WBS, the Gantt chart provides a visual representation of the

project timeline, task dependencies, and progress tracking. Constructing a Gantt chart

enables a comprehensive view of the sequential order and interdependencies among tasks.

This tool facilitates the allocation of resources, scheduling, and efficient time management

throughout the research process.

The incorporation of these project management tools ensures a systematic approach to

the research, enabling effective planning, execution, and monitoring of the thesis project,

thereby contributing to its successful completion.

Figure 1.2: Gantt Chart of our Thesis journey

Page 13 of 45



Chapter 2

Literature Review

2.1 Project Management

The paper [1] focuses on how the Covid-19 pandemic has forced organizations into

adopting work from home and altering their work patterns. A few organizations had to

completely rethink their business model and move to online services. The paper suggests

using Normalization Process Theory, where the theoretical constructs such as Coherence,

Collective Action, Cognitive Participation, and Reflexive Monitoring are described, and

how these constructs can be implemented to aid remote work practices. Since the effect of

the pandemic is long-term, organizations must come up with effective technology-driven

practices for remote work to increase productivity and normalize those work practices.

When establishing online connectivity for remote work, the remote workers need secure

access to business resources [2] which must be provided by the organizations. Making

cloud optimizations and tools for performance monitoring, and prioritizing cyber secu-

rity, big data, analytics, and cloud infrastructure are necessary as customers and remote

workers require online services. Monitoring and centralizing tools were advantageous for

project managers to track project progress and get efficient reports [3]. The biggest prob-

lems with remote work [4] were technological issues, such as internet connectivity issues,

home computers not working properly and being unable to be fixed, and not having the

right equipment such as web cameras and microphones or speakers. Around 40% of the

employees [5] strongly agreed that their organizations had provided digital tools such

as notebooks, video conference systems, and cloud services for their remote work, while

10% disagreed and 3% strongly disagreed. Organizations may decide to stay with the

new methods of doing remote work since they are investing resources and costs in pro-

viding online services and technologies to employees [6]. Due to the benefits outweighing

the disadvantages, many companies decided to go remote post-pandemic going forward,

while some adopted a hybrid model where they allow employees to do 3 days of remote

work every week. The report [7] states that almost 40% of Global Software Development
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(GSD) projects were unsuccessful in delivering the expected benefits due to challenges

faced in communication, coordination, and control processes due to geographical and or-

ganizational distances. Most companies globally are less experienced in remote work [3].

Agile approaches have been very popular and widespread among organizations [5] since

it enable the ability to adapt to changes and divide the project work into distinct itera-

tions [8]. A hybrid project management approach combines methodologies and practices

from more than one project management approach. The paper [9] gives us insight into

how the hybrid approach can be beneficial, compared to traditional and agile practices in

project management. The paper [6] shows that the pandemic has forced organizations to

try out new approaches, some of which were unexpectedly efficient or effective. Research

has shown that a hybrid approach can provide substantial improvements within the same

budget, time, scope, and quality when compared to traditional approaches [10], which

can be used in remote work to increase productivity.

The report [11] discusses how the office and work life should be revisited and adjusted

due to the pandemic since it has made work from home a necessity to continue busi-

ness operations. Organizations had to reconstruct how work can be done effectively in

home environments where distractions can happen due to family, work-life balance, and

difficulty in communication with others through online systems. Organizations had to

make sure they provide platforms such as Microsoft Teams or Zoom meeting calls with

a good internet connection to employees so that they can communicate and get work

done [5]. Due to work being done from home, interruptions from family and kids were

common when communicating with others online, sometimes causing privacy issues such

as leaking information about family members to others in the online meeting calls, and

causing discomfort among team members. Online communication required extra effort

and concentration, which caused project exhaustion much quicker than before [3]. The

report [12] shows that anxiety is decreasing work performance, and job satisfaction, and

negatively affects colleagues during work. According to the survey data [3], the majority

of the employees experienced burnout from work. Employees prefer to have more flexi-

bility, where they want to have the freedom of working both from home or in the office

as they desire, depending on their needs and workload. The online meetings took longer

than face-to-face, which were held in boardrooms before the pandemic, where time slots

were limited and well-defined. The paper [13] discusses how the majority of employees

are unwilling to return to office workspaces due to having the comfort of working from

home. Survey results from [6] have shown younger worker groups of 25-35 are converting

and preferring to do remote work more than older worker groups of age 65 or older. There

is flexibility in working from home, where employees can halt work and return later since

they are inside their homes at all times. There is still a drawback, where some project

managers put more workload realizing that the employees are working in their homes

and might skip working properly, resulting in overwork and burnout [10]. However, em-
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ployees prefer to work from home regardless of the disadvantages. There is also the issue

of commuting which consumes time for employees, safety issues, and drains energy, thus

employees prefer to work from home regardless of the disadvantages.

The paper [13] contains a survey of 500 participants, stating what remote employees

miss the most, which is the in-person conversations, a regular structure, lunches and

happy hours with colleagues, and reduced interruptions by family members and kids.

Flexibility is the key since the majority of employees say that they want to work remotely

three days a week or more during post-pandemic. Being flexible with the model and

allowing employees to work in a hybrid format will attract and retain talents as many

employees are even willing to leave their jobs to maintain working from home. The overall

employability of graduates has decreased due to the pandemic [14], mainly due to the

economic fall during the pandemic, and the lack of holding meetings and interviews in

person. The pandemic has slowed down the economy and foreign direct investment has

been reduced. The failure rate of startups has also drastically been affected due to the

pandemic. The paper [4] shows a recent survey from 2020 which estimates that the share

of remote workers in the U.S. has quadrupled to nearly 50% of the nation’s workforce.

Key findings include the rapid rise in remote work, where more than half of the American

workforce is working from home during the pandemic. About 56% of hiring managers

felt that the shift to remote work has gone better than expected. Remote work has also

opened up opportunities for independent professionals living overseas to get hired and

work with top companies and clients around the world. Businesses need to consider the

corporate culture and employee trust when considering the return to growth strategies.

According to the authors [15] based on survey data, the career opportunities for project

management professionals and software developers are the highest, due to the largest and

fastest growth in software development jobs globally. Regional trends show that there is

an increasingly high demand for software development and management jobs, especially

in emerging developing countries. Survey results [6] show that there has been a rise in

unemployment and employees being laid off during the pandemic. The pandemic has also

lowered the intensity of unemployed individuals’ search activity, as well as the interest

for organizations to hire new employees.

The COVID-19 pandemic has profoundly influenced project management strategies,

as evidenced in the study by Islam et al. [16]. This research delineates the shift in

crucial factors impacting on-time software project delivery amidst the pandemic. With

the transition to remote work, it highlights the increased significance of attentional focus,

team stability, communication, and team maturity. The findings suggest a pivotal change

in the approach towards project management across various SDLC models, emphasizing

adaptability in the face of global disruptions and the evolving nature of collaborative

work environments.

In our pivotal study, [17] we explore the transformation in project management prac-
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tices in IT organizations within Bangladesh, particularly in the context of the COVID-19

pandemic. The research provides a comprehensive survey on the adaptation to remote

work and how this shift has become a new norm in the field. It delves into the chal-

lenges and strategies involved in remote project management, underscoring the necessity

for agile methodologies, effective communication tools, and best practices for remote col-

laboration. This study is essential in understanding the evolving landscape of project

management and the adoption of remote work practices in the IT industry.

2.2 Software Quality Assurance & Testing

Websites are frequently susceptible to various security vulnerabilities. Such vulnera-

bilities have undergone detailed examination and classification into distinct vulnerability

standards. Batch-Nutman [18] explored prevalent vulnerabilities in web applications to

assist organizations in fortifying their data against potential threats. This study aimed

to equip users and developers with the knowledge to address common cyber attacks ef-

fectively and strategize preventative measures for their web applications. The research

involved examining 10 vulnerabilities highlighted in the OWASP (Open Web Application

Security Project) Top 10 [19], followed by the development of a web application that ad-

heres to OWASP guidelines. The focus was primarily on mitigating web application vul-

nerabilities through adjustments in configuration, coding practices, and applying patches.

Key vulnerabilities such as SQL injection, broken authentication, sensitive data exposure,

broken access control, and XML external entities were addressed. The security of the web

application was verified to be robust against these vulnerabilities. There exists a body

of work dedicated to testing web application vulnerabilities[20, 21, 22]. Yulianton et al.

[23] introduced a framework for detecting web application vulnerabilities through a syn-

ergy of Dynamic Taint Analysis, Static Taint Analysis, and Black-box testing. The study

demonstrated that integrating Dynamic and Static Taint Analysis with Black-box testing

as metadata significantly enhances accuracy and reduces false positives. This research

sheds light on potential web attacks and mitigation strategies. Nonetheless, Rangau et al.

[24] emphasize the criticality of testing throughout the development process, discussing

the advent of DevSecOps[25] as a response to the rapid deployment cycles and the short-

fall in adequate security documentation. They suggested utilizing tools such as ZAP,

JMeter, and Selenium for implementing dynamic testing within CI/CD pipelines. An

initial skepticism towards manual testing was noted by [26] due to its resource-intensive

nature and complexity. However, the exploration of Automated Testing tools revealed

an efficiency increase of 68-75

This study assesses the efficacy of three distinct testing tools - Netsparker, BurpSuite,

and ZAP - on government service websites in Bangladesh in alignment with the OWASP

Top 10 2017 Web vulnerabilities. Comparative analyses of testing tools [27, 28, 29,
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30, 31] have aimed at evaluating the efficiency of load testing, the detection of web

attacks, penetration testing on various web applications, and the collection of network

information to assess the potential for cyberattacks. Anantharaman et al. [32] examined

OWASP A09:2017 (i.e., Using Components with Known Vulnerabilities), highlighting

strategies for rendering software resilient against component-based vulnerabilities through

updated technology stacks and secure SSL protocols. They also acknowledged certain best

practices and tools, such as BurpSuite, that contribute to vulnerability prevention.

Comparisons among various scanners to identify those capable of detecting the maxi-

mum vulnerabilities have been conducted. [33] offered a systematic comparison between

ZAP and Arachni testing tools across four vulnerabilities (SQL injection, XSS, CMDI,

and LDAP), using OWASP and WAVSEP as benchmarks. The findings suggested ZAP’s

superior performance over Arachni, recommending OWASP as the standard for bench-

marking test results. A comparative analysis by [34] evaluated eight web vulnerabil-

ity scanners against WebGoat and Damn Vulnerable Web Application (DVWA), which

possess inherent vulnerabilities. The study concluded that all testing tools necessitate

enhancements in code coverage, detection rates, and the reduction of false positives.

Karangle et al. [35] undertook a comparative study of security scanning tools, including

Uniscan and ZAP, to evaluate web application vulnerabilities. Despite ZAP’s quicker

performance, Uniscan provided a more in-depth vulnerability analysis.

Recent advancements in software testing have been significantly influenced by the

integration of Artificial Intelligence (AI), as explored in a systematic review by Islam

[36]. The paper discusses how traditional manual testing methods are becoming increas-

ingly inadequate due to the rising complexity of software systems. AI emerges as a

promising alternative, offering more efficient and effective testing methodologies. This

paradigm shift is critical for ensuring the reliability and robustness of modern software

applications, highlighting the need for continuous evolution in software testing practices

to accommodate emerging technological complexities.

The research conducted by us. [37] provides a significant contribution to the field of

software security, specifically in the context of government web applications in Bangladesh.

This study utilizes automated testing tools like BurpSuite, ZAP, and Netsparker to test

and analyze the OWASP Top 10 2017 vulnerabilities. The comparative evaluation of

these tools underscores the essential role of automated testing in identifying security vul-

nerabilities. This study is particularly crucial in understanding the security challenges

faced by government web applications and the effectiveness of different automated testing

tools in addressing these challenges.

The scope of our research involves comparing the effectiveness of the three tools in

terms of capturing the vulnerabilities listed in OWASP Top 10 2017 on the Bangladeshi

Government Web services. Setiawan et al. [38] performed vulnerability analysis for gov-

ernment website applications and carried out using the Interactive Application Security
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Testing (IAST) approach. The study used three tools, namely Jenkins, API ZAP, and

SonarQube. Moniruzzaman et al. [39] performed a systemized combination of black

box and white box testing to detect vulnerabilities of different Bangladeshi Government

and popular Websites using most of the common testing tools. They have found out

that about 64% of the selected Websites are at risk of vulnerabilities. However, we also

explicitly point out in our study the consistencies and inconsistencies in these tools.

The paper [40] presents a comprehensive analysis of the challenges faced by the bank-

ing sector in Bangladesh, particularly in the context of automation. It identifies several

key issues such as increased competition, rising consumer demands, higher operational

costs, declining profitability, outdated legacy systems, and cybersecurity risks. The study

explores various solutions, including automation frameworks, digital banking transforma-

tion, and mobile banking, to address these challenges. However, it also emphasizes the

need for careful consideration of potential drawbacks, such as possible job losses, reduced

client interaction, and the substantial investment and training required for technological

upgrades. This analysis provides critical insights into the complexities of implementing

automation in the banking sector and underscores the importance of strategic planning

and evaluation of potential impacts.

The study by Hasan et al. [41] introduces an innovative approach to software error

detection using machine learning. It addresses the limitations of traditional testing meth-

ods in the context of time, budget, and workforce constraints. By analyzing system logs

with machine learning classification algorithms, the proposed system not only detects

errors in real-time but also enhances the overall quality and efficiency of the software.

This research is particularly relevant for complex software systems, where early detection

of bugs is challenging yet crucial for maintaining software reliability.
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3.1 Problem Statement

The digital transformation of government services in Bangladesh has led to the de-

velopment of a wide array of web applications. These applications play a critical role in

delivering essential services to citizens, including healthcare, transportation, welfare, and

telecommunication services. However, as these services move online, they become vulner-

able to a range of cyber threats. The security of these web applications is of paramount

importance, not only because they store and manage sensitive information, but also be-

cause they are integral to the smooth functioning of critical government operations.

Despite the critical nature of these applications, there exists a significant gap in their

security postures. This vulnerability is due, in part, to the lack of comprehensive and

rigorous security testing regimes. The Open Web Application Security Project (OWASP)

provides a standard for assessing web application security, particularly through its Top

10 list of vulnerabilities. However, the extent to which these standards are adhered to in

the context of Bangladeshi government web applications is unclear. This gap in security

testing and compliance poses a serious risk, not only to the data integrity and availability

of these services but also to public trust in digital governance.

This study is prompted by the urgent need to address these security challenges. The
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central problem it seeks to tackle is the identification and assessment of security vul-

nerabilities in government web applications in Bangladesh. The specific focus is on the

OWASP Top 10 vulnerabilities, which represent the most critical web application security

risks.

The challenges in addressing this problem are multifaceted:

1. Lack of Visibility: There is limited visibility into the current state of security

in these web applications. Without this knowledge, it is challenging to develop

effective strategies to mitigate risks.

2. Complexity of Web Applications: Government web applications are often com-

plex, with multiple layers of functionality, making them challenging to test compre-

hensively.

3. Resource Constraints: There may be limitations in terms of resources, both

technical and human, to conduct thorough security testing.

4. Dynamic Nature of Cyber Threats: The landscape of cyber threats is contin-

uously evolving, requiring constant vigilance and adaptation of security measures.

This research aims to bridge this gap by systematically employing automated testing

tools to evaluate the security of these applications. By focusing on the OWASP Top 10

vulnerabilities, the study seeks to provide a benchmark against which the security of these

web applications can be measured. The ultimate goal is to enhance the understanding of

the current security status and to contribute to the development of more robust security

protocols for government web applications in Bangladesh.

3.2 Research Methodology

To ensure accurate documentation of vulnerabilities identified by each testing tool, a

consistent and systematic approach was adopted. The methodology comprised multiple

stages, from tool selection to data analysis, ensuring a comprehensive assessment of the

OWASP Top 10 vulnerabilities in selected government web applications.

3.2.1 Data Collection

Each selected web application underwent a series of tests using the chosen automated

testing tools. The following data was systematically collected from every test run:

• Number of runs (number of test runs on the same Website using the same tool).

• Time taken to complete the test (in minutes).
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• Counts of vulnerabilities found for severities: Low, Medium, and High.

• Total number of vulnerabilities.

Multiple tests were conducted to gauge the consistency of vulnerability reporting and

to evaluate the usability and applicability of each tool in detecting OWASP Top 10

vulnerabilities.

3.2.2 Data Analysis

The collected data was analyzed to compare vulnerabilities across various government

web applications and to examine the correlation between website popularity and the

number of vulnerabilities identified. The sectors tested included Services, Transportation,

Welfare, Healthcare, and Telecommunications. All identified vulnerabilities were cross-

referenced with their corresponding OWASP categories and presented in graphical format.

3.2.3 Research Method

Our methodology was broken down into five key steps:

1. Tool Discovery: Selection of popular OWASP-compliant tools (Netsparker, Burp-

Suite, and ZAP) based on available resources and documentation.

2. Target Application: Identification of top government web applications for testing.

3. Scanning: Conducting vulnerability scans using the selected tools.

4. Reporting: Documenting the results generated by the tools throughout the as-

sessment process.

5. Result Analysis: Analyzing the vulnerabilities discovered under the OWASP Top

Ten 2017 criteria.

This approach extended the scope of previous research [39] by covering a broader range of

vulnerabilities as per OWASP Top 10 2017 in major Bangladeshi Government Websites.

3.2.4 Vulnerability Classification

The classification of vulnerabilities into High, Medium, and Low categories was guided

by the OWASP Risk Factor (RF) table [42]. This classification was based on RF scores,

which consider exploitability, detectability, and technical impact:

• LOW if 4 ≤ RF < 5

• MEDIUM if 5 ≤ RF < 7
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• HIGH if RF ≥ 7

As the testing tools report OWASP vulnerability classes, they are directly comparable to

the RF scores and their corresponding severity classes.

Table 3.1 summarizes the Top 10 OWASP 2017 Vulnerabilities with their acronyms.

Throughout this paper, we will use these acronyms to denote corresponding vulnerabili-

ties.

Table 3.1: SUMMARY OF TOP 10 OWASP 2017
Vulnerabilities Description Denotations
A1:2017 Injection A1
A2:2017 Broken Authentication A2
A3:2017 Sensitive Data Exposure A3
A4:2017 XML External Entities (XXE) A4
A5:2017 Broken Access Control A5
A6:2017 Security Misconfiguration A6
A7:2017 Cross-Site Scripting (XSS) A7
A8:2017 Insecure Deserialization A8
A9:2017 Using Components with Known Vulnerabilities A9
A10:2017 Insufficient Logging & Monitoring A10

3.2.5 Limitations and Scope

While the 2017 OWASP standard was used due to its compatibility with the chosen

testing tools, future research could incorporate the OWASP Top 10 2021 standards as

they become more integrated into vulnerability assessment tools.

3.3 RESULT ANALYSIS

This section delves into the findings of the research, providing an in-depth analysis of

the security and testing aspects of Government Web applications in Bangladesh, which

handle sensitive user data on a daily basis.

Figure 3.1: Severity of OWASP Vulnerability in Web Applications by Sector.
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Figure 3.2: OWASP 2017 Top 10 Vulnerabilities (Count across all Web applications).

3.3.1 Tool Effectiveness and Vulnerability Findings

Our analysis, referencing Figure 3.2, reveals that Netsparker recorded the highest

number of threats compared to BurpSuite and ZAP. Specifically, Netsparker identified

significantly more high vulnerability threats, as shown in Figure 3.2. BurpSuite, on the

other hand, did not detect any medium-level threats, suggesting potential limitations in

its testing capabilities compared to Netsparker and ZAP.

3.3.2 Sector-Specific Vulnerability Analysis

Figure 3.1 provides a sector-wise breakdown of vulnerabilities. It becomes evident

that Transportation and Services sectors exhibit a higher prevalence of high-severity

vulnerabilities. Potential attack scenarios in these sectors include but are not limited

to unauthorized data access, broken authentication, sensitive data exposure, and remote

code execution.

3.3.3 Medium/High-Severity Vulnerability Implications in Health-

care

In the Healthcare sector, specific vulnerabilities such as broken access control and

cross-site scripting pose significant risks, potentially leading to unauthorized drug pur-

chases or false medical reports.

3.3.4 Security Comparisons Across Sectors

Telecommunications and Welfare sectors demonstrated relatively fewer high/medium-

severity vulnerabilities. The assumption is that the Telecommunication sector’s reliance

on current technologies contributes to its security. In contrast, the Welfare sector’s fewer

overall vulnerabilities might be attributed to the use of newer, possibly more secure web

applications.
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Figure 3.3: OWASP 2017 Top 10 Vulnerabilities (Found across individual sectors).

3.3.5 Comprehensive Overview of Vulnerabilities

Figure 3.3 highlights the prevalence of specific vulnerabilities like Security Misconfig-

uration (A6) and Sensitive Data Exposure (A3) across different sectors. The impact of

these vulnerabilities on sensitive user data is profound, particularly in the Transportation

and Services sectors, which directly affect a significant portion of the population.

3.3.6 Development Pitfalls and Security Risks

The research uncovered common development pitfalls in government web applications,

such as the absence of maintainable code, unit/integration tests, up-to-date documenta-

tion, and regular updates of software packages. These oversights are major contributors

to the security vulnerabilities identified.

3.3.7 Implications and Future Research Directions

The high incidence of severe vulnerabilities in key sectors indicates a need for more

advanced technology maturity in Bangladesh. Further studies are needed to explore

this hypothesis and to develop strategies for enhancing the security of government web

applications.

3.4 Proposed Solutions

In response to the findings from our study on the effectiveness of BurpSuite, Netsparker,

and ZAP in identifying and reporting OWASP Top 10 vulnerabilities, we propose a com-

prehensive set of solutions aimed at enhancing the security of government web applica-

tions in Bangladesh:

1. Expansion of Testing Tools and Techniques: Broaden the range of automated
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testing tools used in future research. Evaluate tools like Lighthouse for specific web

application contexts to determine the most effective tools for different scenarios.

2. Integration of Diverse Testing Methodologies: Incorporate white-box and

grey-box testing methods along with black-box testing to gain deeper insights into

the vulnerabilities. This approach will aid in understanding not only the presence

but also the root causes of vulnerabilities.

3. Regular Updating and Adherence to Latest Standards: Align testing pro-

cesses with the latest OWASP guidelines, including the OWASP Top 10 2021, to

address contemporary security threats effectively.

4. Extensive Testing Across Various Sectors: Extend the scope of testing to

include more government websites from various sectors, enabling the identification

and mitigation of sector-specific vulnerabilities.

5. Development of Customized Security Frameworks: Create sector-specific

security frameworks based on the unique vulnerabilities and risks identified in each

sector to enhance targeted defense mechanisms.

6. Enhanced Developer Education and Training: Implement training programs

focusing on secure coding practices and awareness of common vulnerabilities to

reduce the incidence of security flaws in web applications.

7. Establishment of Continuous Monitoring and Assessment Systems: Set

up systems for ongoing monitoring and regular security assessments of government

web applications to ensure timely identification and remediation of vulnerabilities.

8. Promotion of Public-Private Partnerships: Foster collaborations between

government agencies and private cybersecurity firms to bring additional expertise

and innovative solutions to the cybersecurity landscape.

9. Building a Collaborative Security Culture: Cultivate a security-centric cul-

ture within government organizations, emphasizing security as a shared responsi-

bility and encouraging regular communication and collaboration.

10. Research and Development Focus: Invest in research and development to ex-

plore new security tools and techniques, staying ahead of evolving cyber threats

and developing advanced security solutions.

These solutions are designed to address both immediate and long-term security con-

cerns, thereby enhancing the overall security posture of government web applications in

Bangladesh and ensuring the protection of sensitive information and the maintenance of

public trust in digital governance.
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Management- A New Norm? - A

Survey on IT Organizations in

Bangladesh

Published in 2023 International Conference on Software and Data Technologies (IC-

SOFT), Rome, Italy.

4.1 Problem Statement

The global shift towards remote work, particularly pronounced in the wake of the

COVID-19 pandemic, has revolutionized the landscape of project management within the

IT industry. This transition, while presenting benefits such as flexibility and potential cost

savings, has also introduced a spectrum of challenges and complexities, fundamentally

reshaping the role of project managers (PMs) and the dynamics of software development

teams.

In Bangladesh, a country with a burgeoning IT sector, the adoption of remote work

(RW) and work-from-home (WFH) practices has been both rapid and significant. This

shift has profound implications for project management, particularly in terms of commu-

nication, coordination, and team motivation. PMs are now navigating the complexities

of managing dispersed teams across diverse locations and time zones, utilizing digital

communication tools and agile methodologies to maintain cohesion and momentum.

However, this new paradigm of remote project management brings its own set of

challenges. Foremost among these are maintaining effective communication and collabo-

ration, ensuring consistent productivity, and managing the well-being of team members

in remote settings. The blurring of personal and professional life boundaries, coupled
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4.2. RESEARCH METHODOLOGY

with the absence of physical interaction, raises concerns about employee burnout, mental

health, and overall work-life balance. Additionally, the impact of remote work on career

growth and organizational dynamics is a critical area requiring exploration.

Given this context, our research aims to delve into the current practices, benefits, and

challenges associated with remote work in the IT sector of Bangladesh. By conducting an

extensive survey involving 250 employees from various IT organizations, we seek insights

into how remote work is affecting productivity, health, and career progression. The study

also intends to compare and analyze the survey data against an extensive body of research,

categorizing the findings into three pivotal dimensions: tools and productivity, work-life

balance, and career growth.

This problem statement lays the groundwork for an in-depth exploration into the nu-

anced impacts of remote work on project management within the IT sector in Bangladesh.

It underscores the necessity for a deeper understanding of how remote work practices are

reshaping professional landscapes and the need for new strategies and tools to adeptly

manage these evolving challenges.

4.2 Research Methodology

This study aimed to gain comprehensive insights into the practices, challenges, and nu-

ances associated with managing software development projects in a remote work (RW)/work-

from-home (WFH) environment. To achieve this, we employed an exploratory research

design, collecting data through a meticulously constructed questionnaire.

4.2.1 Purpose of the Study

The primary objective of this research was to explore the impact of the WFH/RW

model on IT organizations in Bangladesh. Our focus was on assessing how this model

affects various aspects such as productivity, work-life balance, and career growth of em-

ployees in the IT sector.

4.2.2 Data Collection

The survey was conducted using a dynamically branching questionnaire, designed to

keep participants engaged while ensuring that only relevant questions were asked. The

questionnaire, comprising 26 questions across six sections, was distributed to experienced

participants managing software development projects for RW/WFX. The survey sections

included:

1. Information

2. Work hours/Productivity
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3. Tools for WFX/RW

4. Work-life balance

5. Career Growth

6. Health and Well-being

4.2.3 Data Analysis

The data collected through the survey was analyzed using descriptive statistics to

identify trends and patterns in the responses. This analysis aimed to provide valuable

insights into the current practices and challenges associated with RW/WFX in software

development projects.

4.2.4 Research Method

Before finalizing the questionnaire, a pilot test was conducted with a test group to

ensure relevance and potential for valuable data production. The survey, constructed

using Google Forms, was then distributed to IT organizations in Dhaka, Bangladesh.

We reached over 500 employees through various communication channels such as Email,

Slack, Microsoft Teams, and Discord, with a final response count of 253. The responses

were recorded in a Google Sheet, and analysis was conducted using Google Data Studio

for visualization and interpretation.

The methodology of this study was tailored to provide an in-depth understanding

of the RW/WFX practices in the IT sector of Bangladesh. The dynamic nature of

the questionnaire, combined with the analytical tools used, facilitated a comprehensive

exploration of the subject matter.

4.3 Result Analysis

Our survey provided insightful results, which we categorized using the same divisions

as the questionnaire. The findings shed light on the tools and productivity aspects,

career growth, and work-life balance in the context of remote work for IT professionals

in Bangladesh.

4.3.1 Tools and Productivity

The survey inquired about the productive hours spent during office time and the

tools used for communication while working from home. As depicted in Figure 4.2, most

respondents preferred using video communication tools like Zoom or Skype and project
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Figure 4.1: Survey Methodology

management tools such as Slack for text-based communication. The results indicate

that specialized tools positively correlate with productivity in a WFH environment by

facilitating secure, efficient communication and progress-tracking.

Additionally, Figure 4.3 shows that 6-8 hours is the optimal range for effective working

hours. Deviations from this range, either more or less, resulted in diminished productivity.

4.3.2 Career Growth

Our analysis on career growth in a WFH setting revealed mixed responses. While

some respondents utilized additional time for self-development, others faced challenges

in career progression due to remote working conditions.
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Figure 4.2: Percentage of usage of tools used during WFX

Figure 4.3: Relation between productivity and hours invested.

Figure 4.4: Career growth

4.3.3 Work-life Balance

The survey results, as shown in Figure 4.5, indicate a strong correlation between

WFH and improved work-life balance. A significant majority of respondents felt more

productive with better mental and physical health scores.

Moreover, as presented in Figure 4.6, a positive impact on family life was noted by

the majority of respondents who viewed WFH favorably.

Figure 4.7 displays an average health score derived from mental and physical health

ratings, indicating a generally healthy state among respondents during WFH.
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Figure 4.5: Relation between productivity, mental and physical health

Figure 4.6: Work-from-home and family life

Figure 4.7: Average health score and their distribution

4.3.4 Discussion

The study suggests that WFH can enhance work-life balance for IT professionals in

Bangladesh, leading to increased productivity. However, challenges such as isolation and

disconnection from colleagues necessitate the consideration of a hybrid working model.

The research also points out the need for regular feedback and meetings to ensure career

progression is not hindered in a remote working environment.
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4.4 Proposed Solution

Based on the findings of our study, which highlights the positive impact of remote

work on work-life balance and productivity among IT professionals in Bangladesh, we

propose the following solutions:

1. Hybrid Working Model: To address the feelings of isolation and disconnection

from colleagues experienced in remote work settings, organizations should consider

implementing a hybrid working model. This model would involve employees working

from the office on certain days and from home on others. This approach helps

maintain a balance between in-office collaboration and the flexibility of working

from home, thus enhancing overall productivity and employee satisfaction.

2. Enhanced Communication and Collaboration Tools: The use of specialized

management tools such as Slack, Zoom, and Microsoft Teams has been shown to

facilitate effective communication and collaboration in remote work settings. In-

vesting in these tools and training employees to use them efficiently can lead to

improved productivity and a better remote working experience.

3. Regular Feedback and Career Development Opportunities: To prevent ca-

reer stagnation and ensure continuous professional growth, managers should provide

regular feedback and conduct frequent meetings with their teams. This would help

in addressing any challenges faced by employees and offer opportunities for career

advancement, even in a remote working environment.

4. Work-Life Balance Initiatives: Organizations should promote practices that

support work-life balance. This includes respecting work hours to prevent burnout,

encouraging time off, and providing support for mental health and well-being.

5. Customized Employee Engagement Programs: To combat the feeling of dis-

connection in remote settings, organizations can introduce customized employee

engagement programs. These programs could include virtual team-building activ-

ities, online social events, and opportunities for informal interactions among team

members.

These solutions aim to create a more productive, balanced, and growth-oriented work

environment for IT professionals in Bangladesh, addressing the unique challenges of re-

mote project management.
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Chapter 5

Conclusion

5.0.1 Sustainability

The concept of sustainability in the context of integrating automated testing tools with

remote project management is multifaceted, encompassing economic, environmental, and

social dimensions:

• Economic Sustainability:

– Automated testing tools not only enhance the longevity and maintainability

of software but also provide significant economic benefits. Amannejad et al.

(2014) demonstrate that with a strategic approach, automated testing can

yield about 307% to 675% ROI over repeated usage of automated test suites

[43]. This substantial ROI underscores the long-term financial sustainability

of automated testing.

– Remote project management reduces the need for physical office space, thereby

lowering operational costs by 35% to 60%. An article by Morgan highlights

how financial measures and ROI considerations play a crucial role in large-

scale IT project implementations, including those adopting remote project

management models [44].

• Environmental Sustainability:

– The reduction in commuting due to remote work contributes to lower carbon

emissions, positively impacting the environment.

– Digital communication and collaboration tools reduce the need for paper-based

documentation, leading to less paper waste and furthering environmental con-

servation efforts.

• Social Sustainability:
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– Remote work supports work-life balance by offering flexibility, which can lead

to increased job satisfaction and employee retention.

– There is a potential for greater inclusivity in the workforce, as remote work

can be more accessible for individuals with mobility issues or those living in

remote areas.

These aspects highlight the sustainability benefits of combining automated testing

and remote project management practices. The approach not only supports current op-

erational needs but also contributes to a more sustainable future in software development.

5.0.2 Economic Feasibility

The integration of automated testing and remote project management is economically

viable, with significant cost advantages supported by realistic calculations:

• Cost Savings in Office Space and Utilities:

– Office Rent Savings : Assuming an annual office rent of $20,000 for a medium-

sized company, remote project management can eliminate this expense.

– Utilities and Supplies : Reduction in utilities and office supplies can lead to an

estimated annual saving of $5,000.

– Total Annual Savings : $20,000 (rent) + $5,000 (utilities and supplies) =

$25,000.

• Reduction in Communication and Travel Costs:

– With remote work, travel costs for employees and stakeholders are significantly

reduced. Assuming an annual saving of $10,000 in travel and communication.

• Operational Cost Reduction: The combined savings from rent, utilities, travel,

and communication lead to a reduction of operational costs by approximately 45%.

• ROI from Automated Testing:

– As per Amannejad et al. (2014), effective execution of automated testing can

lead to an average ROI of 491% over three years [43].

– This high ROI contributes to the overall economic sustainability of the inte-

gration.

• Net Present Value (NPV) and Internal Rate of Return (IRR):

– Given the initial investment and the cumulative savings and benefits over three

years, the NPV and IRR can be calculated, showing the project’s financial

viability.
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– These financial metrics are crucial in assessing the long-term economic feasi-

bility of integrating automated testing with remote project management.

This realistic economic assessment underlines the financial advantages and feasibil-

ity of integrating automated testing tools with remote project management in software

development.

Hypothetical Economic Feasibility Calculation

Example Scenario: A medium-sized software development project with an initial in-

vestment of $100,000 employs remote project management and automated testing tools.

Cost-Benefit Analysis:

• Initial Investment: $100,000 (Project setup, tools, and infrastructure)

• Annual Operational Savings (rent, utilities, travel, communication): $35,000

• ROI from Automated Testing (over three years): 491%

• Total Benefits over 3 Years (Savings + ROI from Automated Testing): ($35,000/year
× 3 years) + $491,000 = $606,000

NPV Calculation:

NPV =
$606, 000

(1 + 0.10)3
− $100, 000 ≈ $446, 000 (5.1)

IRR Calculation: The IRR in this scenario can be computed to evaluate the invest-

ment efficiency, considering the initial investment and the total benefits over three years.

The IRR is the discount rate that makes the NPV of all cash flows equal to zero. For

this scenario, the IRR can be computed using financial software or iterative methods,

considering the initial investment and the cumulative benefits over three years.

These hypothetical calculations indicate a positive economic feasibility for integrating

automated testing tools with remote project management, with a substantial NPV and

an attractive IRR, suggesting a financially viable and profitable approach.

5.0.3 Social and Environmental Impact

The integration of automated testing tools with remote project management has sig-

nificant social and environmental implications, as evidenced by various aspects of our

research:

• Social Impact:
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– The Work-life Balance section of our research indicates that remote work

enhances employees’ quality of life, allowing for a better balance between pro-

fessional and personal responsibilities.

– As observed in the Ethics section, remote work can lead to feelings of isolation.

Addressing this requires proactive measures to maintain team cohesion and a

sense of community.

– The possibility of more inclusive work environments, as discussed in the Sus-

tainability section, where remote work can provide opportunities for individu-

als who may face barriers in traditional office settings.

• Environmental Impact:

– The reduction in commuting and physical office space, as highlighted in the

Sustainability section, leads to a decrease in carbon emissions and energy con-

sumption, contributing positively to environmental conservation.

– The Research and Publication Phase emphasizes the role of digital tools in

reducing paper usage and waste in project management and software develop-

ment processes.

– As automation in testing minimizes the need for repetitive manual processes,

highlighted in the Initial Research sections, it also indirectly contributes to

reduced energy usage and resource waste in the software development lifecycle.

• Broader Implications:

– The shift towards remote work and automated processes, as discussed in the

Feasibility section, can inspire broader societal changes towards digitalization

and sustainability.

– This transformation has the potential to influence urban planning, transporta-

tion policies, and energy usage patterns, as more organizations adopt remote

work practices, as suggested in the Future Work section.

The social and environmental impacts of integrating automated testing tools with

remote project management extend beyond the immediate scope of software development,

influencing broader societal and environmental trends.

5.0.4 Ethics

The ethical considerations surrounding the integration of automated testing tools

and remote project management are multifaceted, encompassing data security, employee

rights, and broader societal impacts:
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• Data Security and Privacy:

– As automated testing often involves handling sensitive data, ethical practices

must ensure robust data protection and privacy measures, as highlighted in

the Initial Research (Automated) section.

– In remote project management, as discussed in the Tools and Productivity

section, the use of digital tools must comply with data protection regulations

to safeguard against breaches and unauthorized access.

• Employee Rights and Well-being:

– The transition to remote work, examined in the Work-life Balance section,

raises ethical questions about employee monitoring and the right to disconnect,

emphasizing the need for policies that respect personal time and privacy.

– Ethical considerations also involve ensuring fair work practices, as remote work

can blur the boundaries between work hours and personal time, potentially

leading to employee exploitation.

• Societal and Community Impact:

– The broader societal implications of these practices, including the potential

for increased digital divide, were discussed in the Social and Environmental

Impact section. It is crucial to address these disparities to ensure equitable

access to remote work opportunities.

– As mentioned in the Sustainability section, the environmental benefits of re-

mote work and automated testing should be pursued without compromising

community welfare, such as by ensuring responsible e-waste management and

promoting digital literacy.

• Impartiality in Automated Testing:

– Ethical application of automated testing tools, as referred to in the Draft

(Automated) section, requires unbiased and fair testing procedures, free from

discriminatory practices in algorithm design and implementation.

Ethical practices in the integration of automated testing and remote project man-

agement are crucial to maintaining trust, fairness, and integrity in the rapidly evolving

landscape of software development and project management.
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5.0.5 Project Summary

This thesis project embarked on a comprehensive journey to explore the integration

of automated testing tools in security vulnerability detection and the effectiveness of re-

mote project management in IT organizations, particularly focusing on the context of

Bangladesh’s burgeoning IT sector. The project encapsulated a broad range of themes,

including sustainability, feasibility, social and environmental impacts, and ethical consid-

erations, drawn from extensive research and practical insights.

• Integration of Automated Testing and Remote Project Management: The

project highlighted the synergistic potential of combining automated testing tools

with remote project management practices. This integration promises enhanced

efficiency, reduced operational costs, and improved software quality, as discussed in

the Research and Publication Phase and Feasibility sections.

• Sustainability and Environmental Benefits: As evidenced in the Sustainabil-

ity section, the project underscored the ecological benefits of remote work, such

as reduced carbon footprint due to minimal commuting and office resource utiliza-

tion. Moreover, automated testing was shown to contribute to sustainable software

development practices.

• Social Dynamics and Work-Life Balance: The findings, particularly from the

Social and Environmental Impact section, revealed how remote work reshapes the

social dynamics within IT organizations. It highlighted the enhanced work-life

balance but also pointed to the challenges of isolation and the need for adaptive

management strategies.

• Ethical Implications: Drawing from the Ethics section, the project addressed the

vital ethical considerations in deploying automated testing and remote management

tools, such as data security, privacy concerns, and ensuring equitable access to

technology and opportunities.

• Practical Implications and Real-World Relevance: Throughout the project,

as illustrated in sections like Tools and Productivity, there was a strong emphasis

on the real-world applicability of the research findings. This included discussions

on the practicality of implementing these modern methodologies in actual work

environments.

Overall, this thesis project not only provided a theoretical exploration of its key

themes but also offered practical insights and recommendations, making it a significant

contribution to the field of software engineering and project management in the context

of emerging IT markets like Bangladesh. The project stands as a testament to the

Page 39 of 45



dynamic and evolving nature of modern work environments, underlining the importance

of adaptability, sustainability, and ethical responsibility in the technological domain.

5.0.6 Future Work

Looking ahead, several avenues for future research emerge from this thesis, building

upon the foundations laid in the study of automated testing and remote project manage-

ment:

• Advanced Automated Testing Techniques: Future studies could explore more

sophisticated automated testing methodologies, particularly those employing arti-

ficial intelligence and machine learning. These technologies have the potential to

further streamline the testing process and enhance accuracy in detecting vulnera-

bilities.

• Broader Application of Remote Project Management: Expanding the scope

of research to include a variety of sectors beyond IT can provide insights into the

versatility and adaptability of remote project management practices. This could

include industries where remote work is still nascent or presents unique challenges.

• Long-Term Impact Studies: Given the relatively recent widespread adoption of

remote work, longitudinal studies would be valuable to understand the long-term

impacts on productivity, employee satisfaction, and organizational culture.

• Cultural and Regional Differences: Investigating how cultural and regional

differences influence the effectiveness of remote work and automated testing can

provide a more global perspective. This research could guide organizations in cus-

tomizing their remote work strategies to suit diverse workforces.

• Hybrid Work Models: As the world adapts to post-pandemic realities, study-

ing the effectiveness of various hybrid work models—blending remote and in-office

work—will be crucial. This includes understanding the best practices for collabo-

ration, communication, and maintaining company culture in a hybrid setting.

• Ethical and Social Implications: Further research is needed to delve deeper into

the ethical and social implications of widespread remote work and automation in

software development. This includes the impact on employment patterns, mental

health, and work-life balance.

These potential research directions not only extend the current study’s findings but

also open up new pathways for understanding and optimizing the evolving landscape of

work in the digital age.
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